**1. Dobijete e-mail od "banke" koja traži da ažurirate svoje podatke klikom na link. Što radite?**  
a) Kliknem odmah i unesem podatke  
b) Provjerim adresu pošiljatelja i ne stisnem na link ako mi izgleda sumnjivo  
c) Odmah proslijedim svima koje znam  
d)Ignoriram/obrišem e-mail

2. **Koji je najčešći znak phishing e-maila?**  
a) Loša gramatika i pravopisne greške  
b) Adresa pošiljatelja ne odgovara službenoj domeni  
c) Hitnost u poruci (npr. "Vaš račun će biti zatvoren ako ne reagirate odmah!")  
d) Sve navedeno

3. **Dobijete SMS poruku od dostavne službe s linkom za plaćanje carinskih troškova. Što radite?**  
a) Kliknem na link i platim odmah da izbjegnem probleme  
b) Provjerim službenu stranicu dostavne službe da vidim ima li takav zahtjev  
c) Pošaljem poruku prijateljima da i oni znaju platiti

4. **Kako možete provjeriti je li web stranica na koju ste preusmjereni sigurna?**  
a) Provjerim ima li https:// u adresi i je li domena ispravna  
b) Ako izgleda profesionalno, sigurno je u redu  
c) Ako me netko s dobrim ocjenama na društvenim mrežama preporučio, kliknem  
d) Ako ima u domeni http:// to je sigurna stranica

5. **Koje su najsigurnije lozinke?**  
a) "password123" ili ime kućnog ljubimca  
b) Jedinstvene lozinke za svaku stranicu, generirane pomoću password managera  
c) Datum rođenja + inicijali